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ABSTRACT  

MANET is an autonomous system of mobile nodes connected by wireless links. Mobile ad hoc networks are 

prone to a number of security fears. To handle the selfish nodes is major issue in ad hoc network. The Dynamic Source 

Routing protocol is a simple and strong routing protocol designed especially for the use in wireless ad-hoc networks of 

mobile nodes. The use of the source routing allows packet routing to be slightly loop-free, avoid the need for up to date 

routing information in the intermediate nodes through which packets are forwarded and allows nodes forwarding to cache 

the routing information in them for their own future use. Reputation of a node can be calculated using a simple formula and 

a node is supposed to maintain a good reputation value to participate in route discovery process otherwise discard in route 

discovery. In this paper the DSR protocol based on reputation scheme is implemented to detect the selfish node and the 

evaluation is done through performance metrics (Packet delivery ratio, Average end to end delay) in Network Simulator. 
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